
Online Safety 
Flowchart

(*) Some forms of bullying or content may be illegal – see Malicious Communications Act 1988, Obscene Publications Act. 

For extreme pornography – Criminal Justice and Immigration Act 2008, etc.

Useful Contacts
Internet Watch Foundation (IWF)
www.iwf.org.uk

Child Exploitation and Online Protection Centre (CEOP)
www.ceop.police.uk

Review policies, procedures and monitoring methods

You can always contact CCPAS for advice  
0303 003 11 11

Review policies, procedures and monitoring methods

Online Safety incident raised by a child or worker

Inform place of worship/organisation’s Safeguarding Officer

Debrief on online-safety and lessons learnt

Inappropriate but not illegal (bullying*), adult content i.e. 
jokes, violent action films etc.

If child is accountable, 
decide on appropriate 
course of action

If worker is accountable, 
leader to decide on 
appropriate course 
of action

Possible internal action
•	 Inform parents/carers
•	 Carry out risk assessment to prevent future incidents
•	 Counselling for child if necessary
•	 Disciplinary action for worker

Illegal material or activity (grooming, sexually explicit 
material shared with child, child abuse images)

Report to 
police

Report to 
Internet 
Watch 

Foundation

Report to 
CEOP  

(or police if 
immediate 

risk)

If material or activity found to be illegal, allow relevant 
agency to carry out their investigation

Follow advice on securing and preserving evidence until 
the relevant agency (above) can review it

Debrief on online-safety and lessons learnt

Possible internal action
•	 Inform parents/carers
•	 Carry out risk assessment to prevent future incidents
•	 Referral for counselling for child if necessary

Illegal contentIllegal Activity Child at risk




